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Abstract 

Congestion is when the sender aims to send data at a rapidity relatively high than 

is feasible with network connections or nodes. It is challenging to indicate this 

issue under the radio broadcasting conditions in cellular networks. The traffic of 

users is routed through a sequence of servers in anonymous communication. 

Three of them are navigated by each user's network path. This route selection 

process presents a challenge of packet forwarding that could outcome in node 

failures. Congestion can negatively impact network performance and quality of 

service. In this paper, we investigate path load balancing in new networks, such 

as anonymous communication. First, Public Wi-current Fi's approach can create 

substantial asymmetries. We then change an optimal algorithm for path-selecting 

and demonstration that it leads to a much better network load balance using flow 

level visualization. To resolve this challenge, Web-based Congestion Control 

(WCC) requires a change in the possibility to assign a different QoS to WCC 

channel flows. 

 

Keywords: Band-width, Congestion Control, Mobile Networks, Cross-Layer, Web-based 

Algorithm, Load-Balancing. 

 

1       Introduction 

Congestion occurred when different applications accessed a network link. Latency is of 

great concern for user-faced applications, like search and interactive web services. Throughput 

is a concern for backend applications such as email backups [1]. There are various ways of 

sharing network bandwidth to fit the application mix. The different targets for congestion 

control algorithms correspond. Over the past two decades, the networks of radio access have 
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multiplied. In the first quarter of 2020, there were around 10.19 billion global mobile 

subscriptions. The mobile route 2025 is projected to grow by 45.18% year on year.  The video 

showed that a higher degree is supposed to be most of the data path [2]. To protect themselves 

from monitoring, users are increasingly turning to anonymous communication networks. 

There are millions of active users on Public internet daily. The user traffic in proxy 

servers is routed across many servers known as relays to achieve anonymity. A module is 

typically transited by three of every user's network path [3]. Each relay considers the origin of 

the immediate preceding relief and the next relief as its destination. Excluding any centralized 

load balance solution, none other than the user must be aware of the entire module. The Entire 

internet currently uses a random flow transmission line assignment, with each user choosing 

relays randomly weighed by the measured capacity for its modules. This ensures the average 

load for every relay, but we can create significant loads.  

In this paper, researchers adjust an algorithm to determine how much bandwidth can be 

assigned to modules to choose an ideal set of communicates for a new path. We demonstrate 

that this improves bandwidth utilization meaningfully. The detection and identification of the 

network's present state, referred to as the Public Wi-Fi algorithm is regularly updated [4] [5]. 

The performance of WCC is not researched, particularly in wireless networks. A thorough 

evaluation of WCC in the multiple communication systems will illustrate if this algorithm can 

achieve congestion control requirements. 

 

2      Related Works 

TCP is one of the fundamental protocols of the Network Layer TCP/IP network 

architecture. TCP is the primary responsibility for an in-order delivery and error check on 

internet apps, a trustworthy and direct link service. Network applications that need a reliable 

connection typically run on TCP. For example, [6], TCP is often used to run FTP and email. 

Congestion occurs in the degraded QoS, where more packets are sent by the network than 

addressed. Congestion may occur if too many packets are sent to the network by a sender. 

Excessive queue delays, packet loss, and retransmission are the typical effects of congestion. 

As a result, bandwidth utilization, for example, network use, degrades significantly and 

probably impacts network performance. 

The symmetric performance of Dynamic Routing [7] was assessed based on fixed 

congestion windows distribution. These researches revealed that the TCP frequency is almost 

equal to the ultimate delay and the transmission kernel of the chance of packets' failure. The 
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author has sophisticated the classical to capture the framework for fast transmission and 

timeout and a more reliable framework. This balance property is used by TCP New to define 

TCP-friendliness and motivates TFRC congestion control based on equations. 

With the optimization method and the next prototype, an extensive network's policies 

and measures were considered and configured [8]. To maximize utility oversupply rates with 

capacity limitation, researchers formulated the bandwidth assignment problem. There is also a 

centralized algorithm to resolve this optimization model global level as a drawback feature. 

This automated system is referred to as the primary algorithm where the alternatives supply 

quality their rates, and the link cost is planned using a static function for the arrival rate. 

Low provided a duality method that contributed to implementing and designing TCP 

techniques within a consistent platform [9]. The TCP source levels could be termed as first 

factors, and congestion measures could be viewed as different dual factors and congestion 

control as the distributed primal-dual over the Internet dataset for the user's optimal allocation. 

In order to establish the underlying functions, the existing TCP Protocols may be degraded. By 

examining the comparative optimization problems with these cost functions, a TCP system's 

balance properties can be easily understood, such as performance and equity. Researchers can 

also continue with an aggregate probability distribution and design TCP to accomplish this 

benefit [10]. 

The several characteristics of public network performance are allocated within a 

significant volume of work. 10 billion average users presently use the anonymity network of 

Proxy servers to ensure and improve the confidentiality of their communications [11]. 

Impressive efforts have been made to improve many aspects of the Public Wi-Fi network's 

performance due to high congestion and Latency. Such efforts address various network 

features, mainly the processing of public network modules, transport, and relays. This section 

studies earlier research papers that looked at public network major issue of routing protocol 

and designed to improve its performance through anonymity trade [12]. 

The use of network providers to deliver more resources is an intuitive result. However, 

the author showed that the communication network's large-scale memory, high-speed 

connections, and quick processors would not solve it. Even though the bandwidth in the last 10 

decades has increased exponentially, there is still a demand for further Band-to-Peer-file-

sharing [13], and new applications have been consuming far more Band-to-Peer than expected. 

Instead of being mitigated, the need for proper congestion control schemes has been enhanced 

by the increased internet throughput, whereas we want to achieve performance. Congestion 

control is, therefore, still significant in the future high-speed network. 
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3   Methodology 

At the origin of this problem is congestion control. A network with connections of 

different capacities and several flows is provided for researchers, where each flow crosses a 

subset of links. We have to find a fair and fair rate allocation for every flow and efficiently use 

the linking capacity [14] [15]. Figure 1 displays a 2-distance network and 4-links and a set of 

flow rates that meet the reasonable goal at max-min. Link 4 is 40 Gb/s at Link 3, while Flow 

B is 40 Gb/s at Link 2. Link 4 is 40 Gb/s at Link 3. If these flows are sent at these rates, links 

2 and 3 shall be used entirely without congestion. These flows are relatively efficient in the 

implementations, while any short flows using the links show a low latency. 

Furthermore, a centralized controller with complete traffic matrix knowledge. 

Researchers can, however, route a simple program on the controller to analyze the perfect rates 

and pass them on to the servers that send the flows. This solution is conceptually simple but 

challenging to implement on a scale, finding it challenging to implement wireless networks. 

 

Figure 1: Problem of congestion control of data flow rates 

3.1.Anonymous Networks  

Anonymity networks offer users a method of communication without having a clear 

understanding and relationships with untrusted users. The anonymity was most often obtained 

by transferring traffic via a sequence of servers, scheduled to begin with the critical network 

mix, to cover its origin [16]. Each packet is multi-encrypted in onion routing networks, with 

each server in the path having to remove a layer of encryption. This prevents any server from 

learning the complete path; it only identifies the previous and the next hops. In Tor, it is usually 

a 2-hop route that passes through the network.  Next, hops are selected from a server collection 

known as relays. The bandwidth of these relays is significantly different, and Public Wi-Fi 

Flow evaluates their bandwidth to distribute the load between them. Then relays need to 

balance by network measured capacity, are allocated randomly to the circuits. Max-min 

Fairness Each internet backbone user's path has a bandwidth limit that measures the rate at 

which a packet is transferred [17]. The abilities of the relays that form each path impose this 
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limit. A specific model of the Tor network must be adopted in order to measure the path 

bandwidths. 

3.2. Load-Balancing  

Researchers have to include reviews on the topology of the system in the path selection 

procedure in order to perform load balancing. But the state of the network should be 

confidential, as explained above, as this is important for maintaining the anonymity of the 

users. We use different classified information privacy to ensure that we do not lose privacy 

with our feedback mechanism [18][19][20] 

3.2.1. Max-Min Bandwidth Allocation Algorithm 
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3.3. WCC in Mobile Networks 

The communications network providers and service providers consider web-based real-

time communication channels as a core technology. To incorporate the WCC in their real-time 

communication framework, operators can use their IMS network. It also allows new audio and 

video services to be created. To start using WCC services, you do not need to keep changing 

the client’s wireless technologies. 

3.3.1. Application Layer Service WCC Model 

The WCC model is regarded as an impact on the achievement over the traditional 

application model. A traditional system causes service. However, the conventional internet 
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connection provides A web-based message and user data. The main objective of this method is 

to improve existing voice services. For example, VoLTE call. From there, an applications 

server may be controlled if the user has WCCweb-RTC functions loaded. 

This AS will then contact a WebRTC facilitator to guarantee the WCC video call is 

developed. A better QoS target for this video stream is needed to have a reliable connection, 

develop mobile applications. An effective way could be to provide a native mobile application 

that will introduce automatically after receiving the SMS. 

 

3.3.2. Cross-Layer Optimization in 5G Networks 

In this section, we research the optimization of the cross-layer usefulness for new 

routes. All these works assume that it is possible to route and fix it at the time of interest. TCP 

tries to maximize added utility over source rates. TCP is responsible for the Congestion deal. 

We focus upon the state where each route discovery has been selected as a single low-cost 

route. Typically, the routing is updated much slower than TCP. Authors model it, signifying 

that the TCP synchronizations are management response after every route to idea "highly 

congested costs." and link levels.  

TCP/IP can be described as a decentralized primal-dual method to maximize aggregate 

data utilization over both source and route costs when TCP/IP. A certainly added utility as the 

ideal multi-path routing is possible at this time. Multi-path routes could only be of entirely fair 

use in particular circumstances; a duality gap exists between the significant paths. There is even 

no balance in our case, let alone the problem of utility maximization. There is no penalty 

because traffic does not split over several tracks. If there is no duality gap in the single path 

problem and TCP/IP has a balance, the balance is generally unpredictable with perfect dynamic 

routing. By introducing a sufficient, dynamic component to the link cost definition, this can be 

controlled. With weight obtained on the compressed function, the maximum power is 

increased, and the power maximization favors a considerable weight. However, stability 

requires a small price weight, and the balance is designed to maximize utility and routing 

stability. The aggregate use of route discovery uncertainty can significantly decrease to less 

than the successes of traditional networks. 

4          Model 

We use to symbolize vectors such as X with Xi as the ith factor in terms of strategy. 

Example, X, Y, Z, or constants, e.g., P, Q, Ri. They were used to identify vectors, conditions, 

or basis factors such as Yi, Zi, Xi, Ri. A network is showed as a set of P unidirectional links 
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with Finite Capacities (FC)= (FCl, l=1,.., P), public with a set of 'n' is Source route discovery. 

Rn acyclic paths are presented for source 'n' representing an R×Xn 0-1 matrix Xn 
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where 1 is a vector of the relevant 1 dimension, requires  1,0n

iX   1-hop routing, and 

permits  1,0n

iX   for multi-path route discovery. Input vectors are R=i1,i2,..in into a RxP  

block-diagonal matrix X. Xset be the set of matrices that are defined as the 1-hop routing. 

1 2{ , ,.... } [0,1]n RxPX X X X  ……(3) 

Where P defines the acyclic paths for each basis and signifies the topology of the 

network. X states that the load balance between the source routes is determined. Its product 

defines an RxQ matrix R=XP, which requires the n-flow fraction on each node link. All 1-hop 

routing matrices are set 

1 2{ , ,.... } [0,1]n XxYP P P P  …………(4) 

The difference between 1-hope and multi-hop route discovery is the limit on P and Q. 

The 0-1 matrix of a 1-hope routing matrix in Qs 

 0,1nX  ………….(5) 

An Rm multi-way routing matrix with [0, 1] range 

0

1
nX

 
  

 
……………(6) 

The n’ is represented by Xn = [Xn . . . Xni], the nth column of the directing matrix X. 

4.1. Selection of the Path Allocation Algorithm 

We have written a code with Python's programming language to simulate the random 

assignment algorithm. This code generates paths by using three relays without substitution, 

with the delivery over relays, in which each relay is balanced according to its volume. In terms 

of Public Wi-Fi Network parameters, we assess the performance of this algorithm. We 

estimated the total number of active mode on the system to be approximately 1.4 million 
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(94.15%). Thus 1.4 million paths were developed using a random algorithm, and bandwidth 

sharing was calculated using fair max minutes. We can refer that most nodes receive an 

assignment of approximately 11.19 on average, but there are significant rebounds on both 

extremes: the minimum allocation of the module is 1.12, and the max. 200. 

 

4.1.1. Random Path Allocation  

Step 1. Input: DA 

Step 2. DA=DA1, DA2, DA3 

Step 3. DA= Weight based Data Size 

Step 4. Return Path DA1, DA2, DA3 

This approach defines an active circuit as being used for transferring data, but most 

circuits are still at any time. This is demonstrated by comparing the performance of a 

continuous download of around 12 Sec. of the aggregate Tor network traffic of approximately 

1 Gigabyte. Since three relays carry each system, this suggests that 1 Gbps is active (figure 2). 

Note that the imbalances are much more significant: a minimum allowance of 20 is maximum 

510.9, and a normal 565.18 out of 10100 is allotted to a standard deviation less than half of 

1210 50 is allotted under 10.19% of average bandwidth. 

 

Figure 2: Bandwidth Allocation Random Path Selection 

4.1.2. Optimal Path Allocation 

The algorithm developed seeks to find relays in the set of relays [n], and the path is 

introduced to the network system with the maximum possible bandwidth. First, we establish a 

technique that includes network data, i.e., the entire network paths and route relays. The 
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algorithm was developed to assume that the existing network path bandwidths are allocated 

with the maximum equity. The algorithm knows the names of the pairs iterative process. This 

article shows how much data traffic a recently formed network path has been assigned.  

That would be the bandwidth of the transmission path showing up in a new mobile data 

path (figure 3). The suggestion of an algorithm is to simulate the Max-Min Method behavior 

in the future in the network. This visualization gives us the chance to know how much 

bandwidth is assigned. A major issue, but one keynote is that each of the three relays limits the 

number of routes in one by introducing a new route. For all other relays, the network size was 

continuous. Furthermore, the relay chosen from a path determines the path bandwidth 

distribution set 1. The model computes the various possible assumptions based on various key 

issues because we're searching for relays that significantly increase bandwidth utilization for a 

new path. 

 

Figure 3: Bandwidth Allocation Optimal Path Selection 

5       Experiments and Results 

We developed FTP primarily with a UDP path to log every user's maximum data rate. 

When attempting to run UDP, the TCP congestion control mechanism does not reduce 

download. This original data set can be used to investigate the link between the cross-layer 

parameters and the maximum bandwidth. The models were pre-trained, and the data set was 

tested[18][19]. 

The simulator was then secured and loaded[20][21][22]. Our performance is compared 

with web-based algorithms. A certain number of FTP users operating on the system are 

provided by simulation. Due to user position and physical barriers, the number of users per cell 

0 10 20 30 40 50 60 70

No. of Users

Bandwith

Series5 Series4 Series3 Series2 Series1
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will vary[23][24]. During the simulation time, network performance changes dynamically. The 

active users are distributed over the simulation area by random means [25]. UE's move at the 

starting position of walking speed (5 km/h) (Table 1). 

 

Table 1: Simulation configuration for data collection 

Topology Parameters 

No. of UEs 10,12,14,16,18,20 

No. of AP 3 

Mobility Straight 

Speed 5 km/hr. 

Propagation Type 5GPP  

Downlink Stream FCFS 

No. of Resource 200 (Duplex)  

Bandwidth 50 MHz 

 

5.2. Testbed Topology 

The N1 and N2 nodes are linked via their 200 Mbps Ethernet interfaces with the Wi-Fi 

access point[26]. N3 and N4 nodes connect to the AP via Wi-Fi. The evaluation of Web-RTC 

in different traffic conditions involves 5 Web-RTC flows and 1 TCP flow. The N2-N4 

connection is used to congest the wireless radio channel (figure 4). 
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Figure 4: 5G Topology Setup 

 

5.3. Performance Analysis  

Compared to the WCC, the connection control can achieve significantly lower TCP 

output. The number of active users in the system is 1.19%, significantly more significant than 

the other traditional methodologies analyzed (figure 5). 

 

Figure 5: Average TCP throughput for different user load 

For 94.18% of users, all the algorithms tested can have a low latency of less than 120 

ms. Web-based RTC algorithm achieves slightly higher TCP throughput for the users (figure 

6). 

 

Figure 6: Packet Distribution of IP packet delay 
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As the number of available components in the network grows, the other algorithms 

achieve higher size distribution output. The highest cell throughput is maintained by WCC 

algorithms, while the defaults are the lowest. Device performance improvement is not 

significant since all the tested algorithms can maintain high network connection utilization 

(figure 7). 

 

Figure 7: Average cell throughput for different user load 

6       Conclusions 

So that was sending the packet to the approximate network rate to prevent congestion 

in the network; the proposed WCC models are based on the physical layer parameters and the 

system parameters to predict the available bandwidth for the system's users. We have presented 

an algorithm about optimum load balancing in the public Wi-Fi network while maintaining 

user confidentiality. Our promising results promote further research into the use of privacy 

input in anonymous networks to preserve load balancing. Results from a 5G network have 

found that WCC shares available increase accuracy with long-term TCP flows and allow other 

users to pass them on. Thanks to the 5G protocols method, this behavior can be reached. To 

avoid hunger for WCC, procedures need to be explored to give the WCC communication a 

better QoS. 
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